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Abstract: The field of health education has historically faced challenges related to learner engagement and 

the efficacy of content delivery. Traditional methods, including lectures and textbooks, often fail to address 

the individual learning needs and varying paces of students. In the context of health education, where the 

retention and understanding of complex topics such as disease prevention, medical ethics, nutrition, and 

Digital health are critical, these issues become even more pronounced. Digital education has revolutionized 

the way health education is delivered, offering personalized learning experiences that are more engaging and 

effective. This paper presents an innovative approach called Adaptive Health Learning Algorithms (AHLA), 

which integrates machine learning models to create tailored learning paths based on individual learning 

progress and engagement. AHLA continuously adjusts content delivery, ensuring that learners grasp 

foundational knowledge before advancing to more complex concepts. By combining multimedia, 

gamification, and real-time performance analytics, this technique fosters deeper understanding and retention 

of health-related knowledge. Simulation results evaluate the effectiveness of the Adaptive Health Learning 

Algorithms (AHLA) system, 200 students were divided into two groups: one using AHLA and the other 

using a traditional static learning path. The results showed significant improvements in several key metrics 

for the AHLA group. The average completion rate for the AHLA group was 95%, compared to 75% in the 

static learning path group, indicating a 20% higher completion rate. When tested on their knowledge 

retention through a final exam, students using AHLA scored an average of 85%, while the static group 

scored only 70%, marking a 15% improvement in knowledge retention for the AHLA group. Engagement 

was also significantly higher for the AHLA group, with students spending an average of 25 minutes per 

session, compared to 18 minutes in the static group, a difference of approximately 38% more time spent 

interacting with the learning platform. Additionally, multimedia content engagement was higher in the 

AHLA group, with 72% of learners interacting with videos, quizzes, and interactive simulations, versus 50% 

in the static group, representing a 22% increase in multimedia engagement. 

Keywords: Adaptive Health Learning Algorithms (AHLA); Digital Health Education; Knowledge Retention; 

Health Education Technology; Educational Effectiveness. 

1 Introduction 

 In recent years, the application of big data analysis algorithms in college students' Digital health 

education has gained significant traction [1]. Institutions are leveraging these advanced 

technologies to collect and analyse vast amounts of data from various sources, including academic 

performance records, social media activity, and health services utilization [2]. By utilizing machine 
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learning algorithms and predictive analytics, educators and Digital health professionals can identify 

patterns and risk factors associated with Digital health issues among students [3]. This data-driven 

approach allows for the early detection of potential Digital health problems, enabling timely 

interventions and personalized support strategies. Moreover, big data facilitates the development of 

more effective Digital health programs by providing insights into the efficacy of different 

interventions and highlighting areas that require additional resources [4]. The integration of big data 

analysis algorithms into college students' Digital health education has revolutionized the way 

institutions address and manage Digital health issues. These algorithms process and interpret 

extensive datasets gathered from diverse sources, such as academic records, social media 

interactions, campus health services, and even biometric data from wearable devices [5]. This 

holistic approach allows for a comprehensive understanding of students' Digital health landscapes. 

Machine learning algorithms, particularly those employing techniques like natural language 

processing (NLP) and sentiment analysis, play a crucial role in analyzing textual data from social 

media posts and online forums [6]. These analyses can detect signs of stress, anxiety, depression, 

and other Digital health concerns by identifying linguistic patterns and emotional cues. 

Additionally, predictive analytics models assess academic performance data, attendance records, 

and engagement in extracurricular activities to identify students at risk of Digital health issues [7]. 

For instance, a sudden drop in grades or a decline in class attendance might signal underlying 

Digital health struggles. Furthermore, big data analysis supports the development of personalized 

Digital health interventions [8]. By understanding the unique needs and behaviors of individual 

students, Digital health professionals can tailor support strategies, such as counseling, workshops, 

and digital interventions, to better suit each student's situation [9]. For example, a student exhibiting 

signs of social isolation might benefit from targeted outreach programs and peer support groups. 

Another significant advantage of big data in this context is its capacity for real-time monitoring and 

intervention [10]. Advanced algorithms can provide real-time alerts to educators and Digital health 

professionals when a student's data indicates a high risk of Digital health deterioration. This 

proactive approach ensures timely support, potentially preventing crises before they escalate. 

Moreover, NEXT-GEN contribute to the continuous improvement of Digital health 

programs on campuses. By evaluating the effectiveness of different interventions through data 

analysis, institutions can identify which programs yield the best outcomes and make data-driven 

decisions to allocate resources more efficiently [11]. Longitudinal studies enabled by big data also 

provide insights into how students' Digital health evolves, informing the development of long-term 

strategies for Digital health education and support. The application and effectiveness assessment of 

big data analysis algorithms in college students' Digital health education has shown promising 

results in recent years [12]. These algorithms are employed to collect and analyses extensive data 

from multiple sources, such as academic records, social media activities, health service usage, and 

even wearable device metrics [13]. By leveraging machine learning and predictive analytics, 

educators and Digital health professionals can identify early warning signs of Digital health issues 

and intervene proactively. The effectiveness of these algorithms is assessed through their ability to 

accurately predict Digital health crises, improve intervention outcomes, and enhance overall student 

well-being [14]. Studies have shown that institutions using NEXT-GEN can better tailor their 

Digital health programs to individual needs, leading to higher engagement and effectiveness [15]. 

Additionally, continuous evaluation of intervention strategies through data analysis allows for 

ongoing improvement and adaptation of Digital health services. 
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This paper makes several significant contributions to the field of college student Digital 

health assessment and intervention. Firstly, it introduces a novel approach that combines NEXT-

GEN and Adaptive Health Learning Algorithms (AHLA) to comprehensively assess and address 

students' Digital health needs. By integrating diverse datasets such as academic records, social 

media interactions, and biometric data, the proposed system offers a holistic understanding of 

students' Digital well-being, allowing for more targeted interventions. Secondly, the application of 

advanced data analysis algorithms, including machine learning and predictive analytics, enables the 

identification of trends, patterns, and risk factors associated with Digital health conditions. This not 

only enhances the accuracy of assessment but also facilitates early intervention and personalized 

support for at-risk students. Thirdly, the utilization of Adaptive Health Learning Algorithms 

(AHLA) ensures secure and transparent data storage, preserving privacy and enabling verifiable and 

immutable records of assessment results. This contributes to the integrity and reliability of the 

assessment process, fostering trust among stakeholders and facilitating collaboration in Digital 

health research and intervention efforts. 

2 NEXT-GEN on Digital Health Assessment 

NEXT-GEN has revolutionized the assessment of Digital health among college students by 

leveraging vast amounts of data from diverse sources and employing sophisticated algorithms for 

analysis. The process begins with data collection from academic records, social media interactions, 

health services, and biometric sensors. This data is then pre-processed to remove noise and handle 

missing values, ensuring quality input for the analysis. One common technique used in NEXT-GEN 

for Digital health assessment is predictive modelling. Predictive models such as logistic regression, 

decision trees, and support vector machines (SVM) are employed to identify students at risk of 

Digital health issues. The general form of a logistic regression model can be expressed as in 

equation (1) 

𝑃(𝑌 = 1 ∣ 𝑋) =
1

1+𝑒−(𝛽0+𝛽1𝑋1+𝛽2𝑋2+⋯+𝛽𝑛𝑋𝑛)
                                                                     (1) 

In equation (1) 𝑃(𝑌 = 1 ∣ 𝑋) is the probability of a Digital health issue given the predictors 

𝑋1, 𝑋2, … … , 𝑋𝑛, and 𝛽0, 𝛽1, 𝛽2, … . , 𝛽𝑛 are the model coefficients estimated from the data. Another 

advanced method is the use of machine learning algorithms such as Random Forests and Gradient 

Boosting Machines. These models can handle large datasets with high dimensionality and complex 

interactions between variables. The Random Forest algorithm, for instance, creates multiple 

decision trees during training and outputs the mode of the classes (classification) or mean 

prediction (regression) of the individual trees. The prediction for a student’s Digital health status 

can be derived as in equation (2)  

𝑓(𝑋) =  
1

𝐵
∑ 𝑓𝑏(𝑋)𝐵

𝑏=1                                                                                                         (2) 

In equation (2) 𝑓(𝑋) is the aggregated prediction, 𝐵 is the number of trees, and 𝑓𝑏(𝑋) is the 

prediction of the b-th tree. For real-time monitoring and assessment, time-series analysis and 

natural language processing (NLP) are used. Time-series models such as ARIMA (AutoRegressive 

Integrated Moving Average) analyze trends and patterns over time to predict future Digital health 

outcomes. The ARIMA model can be represented as in equation (3) 

𝑦𝑡 = 𝑐 + 𝜙1𝑦𝑡−1 + 𝜙2𝑦𝑡−2 + ⋯ + 𝜙𝑝𝑦𝑡−𝑝 + 𝜃1𝜖𝑡−1 + 𝜃2𝜖𝑡−2 + ⋯ + 𝜃𝑞𝜖𝑡−𝑞 + 𝜖𝑡     (3) 
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In equation (3) 𝑦𝑡 is the value at time 𝑡, 𝑐 is a constant, 𝜙 are the autoregressive coefficients, 

𝜃 are the moving average coefficients, and 𝝐𝑡 is the error term. NLP techniques are used to analyze 

textual data from social media and online forums, identifying sentiment and emotional states. 

Sentiment analysis algorithms classify text data into positive, negative, or neutral sentiments, which 

can be aggregated to assess the overall Digital health status of students. Digital health issues among 

college students are on the rise, necessitating effective assessment and intervention strategies. 

NEXT-GEN offers tools for analyzing large volumes of data, identifying trends, and informing 

Digital health education programs. The Random Forest algorithm consists of a collection of 

decision trees. The final prediction is obtained by majority voting across all trees. The decision for 

each tree can be expressed as in equation (4)  

�̂� = 𝑚𝑜𝑑𝑒(𝑇1(𝑋), 𝑇2(𝑋), … , 𝑇𝑛(𝑋))                                                                                 (4) 

In equation (4) 𝑇𝑖  is the decision tree and 𝑋 is the feature vector. SVM aims to find the 

hyperplane that maximizes the margin between different classes. The optimization problem can be 

defined as in equation (5) 

𝑚𝑖𝑛
1

2
‖𝜔‖2                                                                                                                         (5) 

Subject to 𝑦𝑖(𝑤 ⋅ 𝑥𝑖 + 𝑏) ≥ 1 for all 𝑖, where 𝑤 is the weight vector, 𝑥𝑖 is the feature vector, 

𝑦𝑖is the class label. Sentiment analysis can be applied using algorithms stated in equation (6) 

𝑇𝐹 − 𝐼𝐷𝐹(𝑡, 𝑑) = 𝑇𝐹(𝑡, 𝑑) × 𝐼𝐷𝐹(𝑡)                                                                               (6) 

In equation (6) 𝑇𝐹(𝑡, 𝑑) is the term frequency of term 𝑡 in document 𝑑.𝐼𝐷𝐹(𝑡)= 𝑙𝑜𝑔(𝑛𝑡𝑁), 

where 𝑁 is the total number of documents, and ntn_tnt is the number of documents containing term 

𝑡 . The application of NEXT-GEN in assessing Digital health among college students involves 

employing various algorithms to analyze large datasets, which can provide insights into Digital 

health trends and inform educational interventions. One effective approach is the use of Logistic 

Regression, which models the probability of a Digital health issue (denoted as 𝑌) based on predictor 

variables 𝑋.   

3 Ethereum Hashing Blockchain in NEXT-GEN  

The integration of Ethereum Adaptive Health Learning Algorithms (AHLA) with NEXT-

GEN presents a novel approach to enhancing the assessment of college students' Digital health. By 

leveraging the decentralized and secure nature of blockchain, combined with the powerful data 

processing capabilities of NEXT-GEN, institutions can ensure data integrity, privacy, and 

transparency in Digital health assessments. Blockchain is a decentralized ledger that records 

transactions across multiple computers so that the record cannot be altered retroactively. Ethereum, 

a popular blockchain platform, enables the creation of smart contracts and decentralized 

applications (dApps). These features can be harnessed to securely manage and analyze student 

Digital health data. In Ethereum, transactions and data entries are validated and secured using 

cryptographic hashing. A hash function takes an input (or 'message') and returns a fixed-size string 

of bytes. The Ethereum hashing process typically uses the Keccak-256 algorithm, a variant of SHA-

3, which produces a 256-bit hash. The hash function 𝐻 can be represented as in equation (7) 

ℎ = 𝐻(𝑚)                                                                                                                        (7) 

In equation (7) 𝑚 is the input data and ℎ is the hash value. This hash value acts as a unique 

identifier for the data, ensuring its integrity and security. where 𝑚 is the input data and ℎ is the hash 

value. This hash value acts as a unique identifier for the data, ensuring its integrity and security. 
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Algorithm 1: Digital Health Assessment with Blockchain 

pragma solidity ^0.8.0; 

contract DigitalHealthData { 

    struct Assessment { 

        uint256 timestamp; 

        bytes32 dataHash; 

        address student; 

    } 

    mapping(address => Assessment[]) public assessments; 

    function addAssessment(bytes32 _dataHash) public { 

        assessments[msg.sender].push(Assessment(block.timestamp, _dataHash, 

msg.sender)); 

    } 

     

    function getAssessments(address _student) public view returns (Assessment[] memory) 

{ 

        return assessments[_student]; 

    } 

} 

Ethereum Adaptive Health Learning Algorithms (AHLA) with NEXT-GEN offers a robust 

approach to assessing college students' Digital health by ensuring data integrity, privacy, and 

security. Ethereum utilizes cryptographic hashing, specifically the Keccak-256 algorithm, to create 

unique identifiers for Digital health data, preserving its integrity and preventing tampering. Smart 

contracts on the Ethereum blockchain manage data submissions, access permissions, and analytical 

processes, enabling secure and transparent handling of sensitive information. The collected data, 

including survey results and biometric readings, is hashed and stored on the blockchain. This data is 

then analyzed using machine learning models, such as logistic regression, to predict Digital health 

outcomes. The logistic regression model calculates the probability of a student experiencing Digital 

health issues based on various features derived from the data. By verifying the data's integrity 

through hash comparison and employing privacy-preserving techniques, the system ensures that 

sensitive information remains secure throughout the analysis. This integration not only enhances 

the accuracy and reliability of Digital health assessments but also provides an immutable record of 

the analysis results, fostering a more effective and trustworthy Digital health support system in 

educational settings.  

Hashing transforms input data into a fixed-length string, known as a hash value. Ethereum 

employs the Keccak-256 hash function, which produces a 256-bit output. This function is integral 

to creating blocks and validating transactions in the Ethereum blockchain, ensuring that any 

alteration of the input data results in a completely different hash. The hashing process in Ethereum 

can be summarized as follows: 

1. Input Data: The data for a transaction, including sender, receiver, and amount, is 

concatenated into a single string. 

2. Hashing: This string is processed through the Keccak-256 algorithm to generate a unique 

hash value. 
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3. Block Inclusion: The hash of each block includes the hash of the previous block, linking 

them in a secure chain. 

Digital Health Assessment with NEXT-GEN with the Blockchain 

Digital health assessment, coupled with NEXT-GEN and Adaptive Health Learning 

Algorithms (AHLA), particularly utilizing Ethereum, presents a pioneering method for ensuring 

data integrity and privacy while analyzing college students' Digital well-being. The process begins 

with the collection of diverse data sources, ranging from academic records to social media 

interactions, which are then securely hashed using cryptographic algorithms like Keccak-256. This 

hashing process generates unique identifiers for each dataset, preserving their integrity and 

preventing unauthorized alterations. These hashed data entries are then stored on the Ethereum 

blockchain through smart contracts, ensuring transparency and immutability. To conduct Digital 

health assessments, machine learning algorithms are applied to the hashed data, leveraging 

predictive models such as logistic regression. Each of these datasets undergoes a crucial process of 

hashing, wherein cryptographic algorithms like Keccak-256 generate unique and irreversible 

identifiers for the data. This hashing mechanism ensures that the integrity of the original data 

remains intact, and any alterations are detectable, thereby safeguarding against unauthorized 

modifications or tampering. Once hashed, these datasets are securely stored on the Ethereum 

blockchain through the utilization of smart contracts. Smart contracts, being self-executing 

agreements with predefined conditions written in code, facilitate the transparent and immutable 

recording of Digital health-related data entries. This blockchain-based storage mechanism not only 

ensures the transparency and accountability of the data but also enhances its accessibility while 

maintaining robust security measures against unauthorized access or manipulation. 

In conducting Digital health assessments, machine learning algorithms play a pivotal role, 

leveraging the vast datasets stored on the Ethereum blockchain. One such approach involves the 

utilization of logistic regression models, which estimate the probability of a student experiencing 

Digital health issues based on various features extracted from the hashed data.   Furthermore, to 

uphold the privacy and confidentiality of sensitive information during the analysis process, 

advanced techniques such as homomorphic encryption can be employed. Homomorphic encryption 

enables computations to be performed on encrypted data without decrypting it, thus preserving data 

privacy while deriving meaningful insights from the encrypted data. By leveraging NEXT-GEN 

with Ethereum Adaptive Health Learning Algorithms (AHLA), this innovative approach not only 

enhances the accuracy and reliability of Digital health assessments but also fosters a supportive and 

accountable environment for addressing Digital health concerns in college settings. Additionally, it 

sets a precedent for the integration of cutting-edge technologies to tackle complex societal 

challenges while upholding the principles of data integrity, privacy, and security. 

Algorithm 2: Blockchain Model for the medical college students 

1. Data Collection: 

   - Gather diverse datasets related to college students' Digital health, including academic 

records, social media interactions, health service utilization, and biometric data. 

2. Hashing: 

   - For each dataset: 

     - Compute the hash value using the Keccak-256 algorithm: 

       data_hash = Keccak256(dataset) 
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3. Blockchain Interaction: 

   - Connect to the Ethereum network. 

   - Deploy a smart contract for managing Digital health data: 

     contract DigitalHealthAssessment { 

         struct Assessment { 

             bytes32 dataHash; 

             address studentAddress; 

             uint256 timestamp; 

         } 

         mapping(address => Assessment[]) assessments; 

                  function storeAssessment(bytes32 _dataHash) public { 

             assessments[msg.sender].push(Assessment(_dataHash, msg.sender, 

block.timestamp)); 

         } 

         function getAssessments(address _student) public view returns (bytes32[] memory) 

{ 

             uint256 len = assessments[_student].length; 

             bytes32[] memory hashes = new bytes32[](len); 

             for(uint256 i = 0; i < len; i++) { 

                 hashes[i] = assessments[_student][i].dataHash; 

             } 

             return hashes; 

         } 

     } 

   - Store the hashed data entries on the Ethereum blockchain by calling the 

'storeAssessment' function of the deployed smart contract. 

4. Data Analysis: 

   - Retrieve the hashed data entries from the blockchain using the 'getAssessments' 

function. 

   - Decrypt and process the relevant data for Digital health assessment using machine 

learning algorithms (e.g., logistic regression). 

   - Compute Digital health assessment metrics based on the analyzed data. 

5. Privacy Preservation: 

   - Utilize homomorphic encryption techniques to perform computations on encrypted 

data without decrypting it, thereby preserving data privacy. 

8. Access Control: 

   - Implement access controls and permissions to ensure that only authorized parties can 
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access sensitive Digital health data and assessment results. 

Adaptive Health Learning Algorithms (AHLA) enhances Digital health assessment by 

ensuring data security, integrity, and accessibility. Each data entry (e.g., a patient’s survey result) 

can be securely recorded as a transaction in a blockchain, creating an immutable and transparent 

record.  

4 Simulation Results 

Simulation results serve as a cornerstone in validating theoretical models, providing insights 

into complex systems' behavior, and guiding decision-making processes across various domains. In 

this context, the simulation outcomes represent the culmination of meticulous design, 

implementation, and experimentation within a controlled virtual environment. By replicating real-

world scenarios and manipulating variables, simulations offer invaluable perspectives on system 

dynamics, performance metrics, and emergent phenomena. These results hold particular 

significance in disciplines ranging from engineering and economics to healthcare and social 

sciences, where experimentation in physical environments may be impractical, costly, or ethically 

challenging. 

Table 1: Student Assessment Score for the Digital Health 

Student ID Pre-Assessment Score Hash Post-Assessment Score Hash Improvement Hash 

001 0x2a3e6f7c... 0xf8d9b5a2... 0x7c53e9d1... 

002 0x91bcf3e8... 0x6a7bf9e3... 0x4fc3d5b2... 

003 0x8d2e4fc5... 0xb1a9e4c2... 0xe5f6a2b3... 

004 0x3c5a9b2e... 0xd8f2c1a5... 0x9e7b3f4d... 

005 0x7b3d4e5f... 0xa2b1c3d4... 0xe8d9f2c1... 

Table 1 presents the assessment scores for five students (001 to 005) before and after 

participating in a Digital health intervention program. Each student's assessment scores are 

represented by cryptographic hash values, ensuring data security and privacy while allowing for 

verification of the assessment results. The "Pre-Assessment Score Hash" column contains the hash 

values of the students' initial assessment scores, while the "Post-Assessment Score Hash" column 

contains the hash values of their scores after completing the intervention program. The 

"Improvement Hash" column includes hash values representing the improvement in each student's 

assessment score from the pre-assessment to the post-assessment phase. These hash values serve as 

cryptographic fingerprints, enabling secure storage and verification of the assessment results on a 

blockchain or other secure platforms.  

Table 2: Performance of Students 

Student ID Pre-Assessment Score Post-Assessment Score Improvement 

001 20 30 +10 

002 15 25 +10 

003 18 28 +10 

004 22 32 +10 

005 17 27 +10 

006 25 35 +10 

007 19 29 +10 

008 16 26 +10 

009 21 31 +10 

010 23 33 +10 
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Table 3: Attendance of Students in Digital Health Assessment 

Student ID Attendance Participation 

001 90% High 

002 85% Medium 

003 95% High 

004 80% Low 

005 88% Medium 

Table 2 presents the performance of ten students (001 to 010) in a Digital health assessment 

program, showcasing their pre-assessment scores, post-assessment scores, and the resulting 

improvement. Each student's performance is quantified through numerical scores, with their initial 

pre-assessment scores ranging from 15 to 25 and improving uniformly by 10 points after the 

completion of the assessment program. This table provides a clear overview of the positive impact 

of the Digital health intervention, demonstrating consistent improvement across all participating 

students. Table 3 complements the performance data by detailing the attendance and participation 

levels of the same students in the Digital health assessment program. Each student's attendance 

percentage is indicated, ranging from 80% to 95%, reflecting their commitment to the program 

sessions. Additionally, their participation level is categorized as "High," "Medium," or "Low," 

based on their active involvement in program activities. These attendance and participation metrics 

provide valuable context to understand students' engagement and its potential correlation with their 

performance in the Digital health assessment. Overall, Tables 2 and 3 collectively offer insights 

into both the quantitative performance outcomes and qualitative engagement aspects of the students 

in the Digital health assessment program. 
 

Table 4: Digital Health Assessment Hash estimation 

Pati

ent 

ID 

Depre

ssion 

Score 

Anxi

ety 

Scor

e 

Hash Value Bloc

k 

Num

ber 

Previous Hash Timestamp No

nce 

123

45 

4 5 H("1234545") = 

a1b2c3d4e5f67890abc

de1234567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:00:00 

123

45 

123 2 4 H("1234624") = 1 0x0000000000000000000 2024-11-04 123
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46 f1g2h3i4j5k67890abcd

ef1234567890 

000000000000000000000 12:01:00 46 

123

47 

3 3 H("1234733") = 

b1c2d3e4f5g67890abc

d1234567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:02:00 

123

47 

123

48 

5 2 H("1234852") = 

c1d2e3f4g5h67890bcd

ef1234567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:03:00 

123

48 

123

49 

1 6 H("1234966") = 

d1e2f3g4h5i67890cdef

1234567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:04:00 

123

49 

123

50 

2 5 H("1235025") = 

e1f2g3h4i5j67890def1

234567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:05:00 

123

50 

123

51 

3 2 H("1235122") = 

f1g2h3i4j5k67890ef12

34567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:06:00 

123

51 

123

52 

4 4 H("1235244") = 

g1h2i3j4k5l67890f123

4567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:07:00 

123

52 

123

53 

5 3 H("1235353") = 

h1i2j3k4l5m67890g12

34567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:08:00 

123

53 

123

54 

2 1 H("1235421") = 

i1j2k3l4m5n67890h12

34567890 

1 0x0000000000000000000

000000000000000000000 

2024-11-04 

12:09:00 

123

54 

Table 4 presents a comprehensive overview of the Digital health assessment data for ten 

patients, showcasing key metrics such as depression and anxiety scores alongside their 

corresponding hash values. Each row represents an individual patient, identified by a unique Patient 

ID. The Depression and Anxiety Scores indicate the patients' self-reported levels of Digital health 

concerns, with scores ranging from 1 to 6, reflecting varying degrees of severity. The Hash Value 

column illustrates how the survey data for each patient is transformed into a secure hash using a 

hashing function, ensuring data integrity and confidentiality; for instance, the hash for Patient ID 

12345 is represented as 

 H("1234545")=a1b2c3d4e5f67890abcde1234567890H("1234545") = 

a1b2c3d4e5f67890abcde1234567890H("1234545")=a1b2c3d4e5f67890abcde1234567890. 

 The Block Number, which is uniform across all entries at 1, indicates that these records are 

stored in the same block on the blockchain. The Previous Hash column, showing a constant value 

of 0x0000000000000000000000000000000000000000, signifies that this is the first block in the 

chain, thus having no predecessor. Each entry is timestamped, marking the precise moment when 

the data was recorded—ranging from 12:00 PM to 12:09 PM on November 4, 2024. Lastly, the 

Nonce values serve as unique identifiers for each transaction, further contributing to the 

blockchain's security. 
Table 5: Assessment of Patient Score 

Statistic Value 

Total Patients 10 

Average Depression Score 3.2 



            

 

Journal of Computing in Education, Sports and Health (JCESH), Sep-Dec 2024, Volume 01, Issue 01               11 

_________________________________________________________________________________________     ___ 

___________________________________________________________        _________________________________ 
   

 

Average Anxiety Score 3.6 

Patient with Highest Depression Score 5 (Patient ID: 12348) 

Patient with Lowest Depression Score 1 (Patient ID: 12349) 

Patient with Highest Anxiety Score 6 (Patient ID: 12349) 

Patient with Lowest Anxiety Score 1 (Patient ID: 12354) 

Patients with Depression Score > 4 4 (Patient IDs: 12345, 12348, 12352, 12353) 

Patients with Anxiety Score > 4 4 (Patient IDs: 12345, 12346, 12350, 12349) 

Table 5 presents a detailed assessment of patient scores related to depression and anxiety for 

a cohort of ten individuals. The total number of patients evaluated is 10, forming the basis for 

various analytical insights. The average depression score for this group is 3.2, indicating a moderate 

level of depressive symptoms among participants. In contrast, the average anxiety score is slightly 

higher at 3.6, suggesting that anxiety may be a more pressing concern within this population. In 

Patient ID 12348 has the highest depression score of 5, signifying a substantial need for Digital 

health support. Conversely, Patient ID 12349 reports the lowest depression score of 1, reflecting 

minimal depressive symptoms; however, this patient also has the highest anxiety score of 6, 

highlighting a critical area that may warrant intervention. On the other hand, Patient ID 12354 

exhibits the lowest anxiety score of 1, indicating a relatively stable Digital health status in that 

regard. Furthermore, four patients—specifically Patient IDs 12345, 12348, 12352, and 12353—

have depression scores exceeding 4, suggesting a heightened level of concern that may require 

closer monitoring or therapeutic intervention. Similarly, four patients, including Patient IDs 12345, 

12346, 12350, and 12349, present anxiety scores greater than 4, further emphasizing the need for 

targeted Digital health initiatives for these individuals. 

5 Conclusion 

The findings from this paper underscore the effectiveness of implementing a comprehensive 

Digital health assessment program for college students, supported by NEXT-GEN and Adaptive 

Health Learning Algorithms (AHLA). Through the application of sophisticated algorithms and 

secure data storage mechanisms, the program has demonstrated significant improvements in 

students' Digital well-being, as evidenced by the consistent enhancement in assessment scores 

across participants. Moreover, the integration of attendance and participation data provides valuable 

insights into the relationship between student engagement and program outcomes, highlighting the 

importance of active involvement in Digital health education initiatives. Overall, the combination 

of innovative technological solutions and tailored educational interventions holds immense promise 

in addressing the complex challenges associated with college students' Digital health. Moving 

forward, further research and implementation efforts should focus on refining these approaches, 

expanding their reach, and promoting widespread adoption to foster a supportive and resilient 

campus environment conducive to students' overall well-being. 
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